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(2) The mission of the NCS is to as-
sist the President, the National Secu-
rity Council, the Director of the Office 
of Science and Technology Policy, and 
the Director of the Office of Manage-
ment and Budget in: 

(i) The exercise of the telecommuni-
cations functions and responsibilities 
assigned in E.O. 12472. 

(ii) The coordination of the planning 
for, and provision of, national security 
emergency preparedness communica-
tions for the Federal Government 
under all circumstances, including cri-
sis or emergency, attack, recovery, and 
reconstitution. 

(g) National Military Command System 
(NMCS). The NMCS is the priority DoD 
Component of the WWMCCS designed 
to support the NCA in the exercise of 
its responsibilities. It also supports the 
Chairman of the Joint Chiefs of Staff 
in the exercise of his responsibilities. 

(h) Operational Test Agency (OTA). 
Separate and independent from the ma-
terial developing and/or procuring 
Agency and from the using Agency, the 
major field OTA shall be responsible 
for planning and conducting oper-
ational tests, reporting test results, 
and providing an evaluation of the 
tested system’s operational effective-
ness and suitability directly to the 
Agency’s Director. 

(i) Procedural Interface Standards. 
Specifications for accomplishing the 
exchange of information across an 
interface. They define: 

(1) The form or format in which in-
formation is to be exchanged. 

(2) The prescribed information ex-
change language, syntax, and vocabu-
lary to be used in the information ex-
change. 

(3) Interface operating procedures 
that govern the information exchange. 

(j) Technical Interface Standards. 
Specifications of the functional, elec-
trical, and physical characteristics 
necessary to allow the exchange of in-
formation across an interface between 
different C3 and information systems 
or equipment. 

(k) Worldwide Military Command and 
Control System (WWMCCS). The 
WWMCCS is the worldwide command 
and control system that provides the 
means for operational direction and 
technical administrative support in-

volved in the function of C2 of U.S. 
military forces. 

§ 362.3 Mission. 
The DISA is responsible for planning, 

developing, and supporting command, 
control, communications (C3), and in-
formation systems that serve the needs 
of the National Command Authorities 
(NCA) under all conditions of peace and 
war. It provides guidance and support 
on technical and operational C3 and in-
formation systems issues affecting the 
Office of the Secretary of Defense 
(OSD), the Military Departments, the 
Chairman of the Joint Chiefs of Staff 
and the Joint Staff, the Unified and 
Specified Commands, and the Defense 
Agencies (hereafter referred to collec-
tively as ‘‘the DoD Components’’). It 
ensures the interoperability of the 
Worldwide Military Command and Con-
trol System (WWMCCS), the Defense 
Communications System (DCS), the-
ater and tactical command and control 
systems, North Atlantic Treaty Orga-
nization and/or allied C3 systems, and 
those national and/or international 
commercial systems that affect the 
DISA mission. It supports national se-
curity emergency preparedness tele-
communications functions of the Na-
tional Communications System (NCS), 
as prescribed by E.O. 12472. 

§ 362.4 Organization and management. 
The DISA is established as a Combat 

Support Agency of the Department of 
Defense, and shall be under the direc-
tion, authority, and control of the As-
sistant Secretary of Defense for Com-
mand, Control, Communications, and 
Intelligence (ASD(C3I)). It shall consist 
of a Director and such subordinate or-
ganizational elements as are estab-
lished by the Director within the re-
sources authorized by the Secretary of 
Defense. 

§ 362.5 Responsibilities and functions. 
(a) The Director, Defense Informa-

tion Systems Agency, shall: 
(1) Organize, direct, and manage the 

DISA and all assigned resources con-
sistent with this part. 

(2) Provide technical and manage-
ment advice, and perform planning, 
support systems engineering, and test 
and/or evaluation support through the 
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